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1
Decision/action requested

This contribution proposes to add a solution for secure data transfer between PEGC PEMC and PIN NF.
2
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3
Rationale

This contribution proposes to add a Solution for secure data transfer between PEGC PEMC and PIN NF.
4
Detailed proposal

**** 1st CHANGE ****

6.A
Solution #A: Solution for secure data transfer between PEGC PEMC and PIN NF
6.A.1
Introduction 

This solution describes how AF in AKMA TS 33.535 [x] can be used to generate the key to be used to protect the interface between the PEGC/PEMC and PIN NF.
6.A.2
Solution details

his solution assumes that the PIN NF takes the role of the AF in AKMA and uses AKMA procedures as defined in TS 33.535 [x] to generate a symmetric key (i.e. KAF) in the PEGC/PEMC and the PIN NF.

The PEGC/PEMC and the PIN NF can establish a TLS tunnel using AKMA-based secret as specified in clause 5.4.0 of TS 33.535 [x]. Then, the PEGC/PEMC and the PIN NF can exchange application data over the secure tunnel.
6.A.3
Evaluation

TBD
**** END OF CHANGES ****

